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PENGARUH KEAMANAN DATA PADA APLIKASI  

E-WALLET SHOPEEPAY BERBASIS FINTECH TERHADAP 

NIAT PENGGUNAAN KEMBALI PADA GEN Z 

 (Vika Salsabila Ono Alawe Halawa) 

ABSTRAK 
 

Pertumbuhan penggunaan E-Wallet di kalangan generasi Z menunjukkan 

bahwa keamanan data menjadi faktor penting dalam menjaga kepercayaan serta 

loyalitas pengguna. ShopeePay sebagai salah satu E-Wallet dengan pengguna Gen 

Z terbesar menghadapi tantangan terkait risiko kebocoran data dan kejahatan siber, 

sehingga diperlukan pemahaman mengenai faktor-faktor yang memengaruhi 

perilaku keamanan pengguna dan niat mereka untuk terus menggunakan aplikasi. 

Penelitian ini bertujuan untuk menganalisis pengaruh Perceived Trust, Privacy 

Awareness, dan Institutional Surveillance terhadap Online Security Control 

Behavior serta dampaknya terhadap E-Payment Continuance Intention pada 

pengguna ShopeePay Gen Z di wilayah Jabodetabek. Penelitian menggunakan 

metode kuantitatif melalui survei kepada responden yang memenuhi kriteria, 

kemudian dianalisis menggunakan Structural Equation Modeling (SEM). Hasil 

penelitian menunjukkan bahwa keamanan data berpengaruh signifikan terhadap 

kepuasan dan loyalitas pengguna. Seluruh variabel independen terbukti memiliki 

pengaruh positif terhadap Online Security Control Behavior maupun E-Payment 

Continuance Intention. Temuan ini menegaskan bahwa keamanan data merupakan 

faktor utama yang menentukan keputusan pengguna untuk tetap setia menggunakan 

ShopeePay. Penelitian ini memberikan rekomendasi agar penyedia layanan 

meningkatkan sistem keamanan dan transparansi pengelolaan data guna 

memperkuat kepercayaan serta loyalitas pengguna di era digital yang kompetitif. 

 

Kata kunci: keamanan data, E-Wallet, ShopeePay, generasi Z, continuance 
intention.  
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THE INFLUENCE OF DATA SECURITY IN THE SHOPEEPAY 

FINTECH-BASED E-WALLET APPLICATION ON 

CONTINUANCE INTENTION AMONG GENERATION Z  

(Vika Salsabila Ono Alawe Halawa) 

 

ABSTRACT 

 

The increasing use of E-Wallets among Generation Z highlights the 

importance of data security in maintaining user trust and loyalty. ShopeePay, as 

one of the most widely used E-Wallets among Gen Z, faces challenges related to 

data breaches and cybercrime risks, making it essential to understand the factors 

influencing users’ security behaviors and their intention to continue using the 

application. This study aims to analyze the influence of Perceived Trust, Privacy 

Awareness, and Institutional Surveillance on Online Security Control Behavior, as 

well as its impact on E-Payment Continuance Intention among ShopeePay users in 

the Jabodetabek area. The research employs a quantitative method using a survey 

distributed to eligible respondents and analyzed through Structural Equation 

Modeling (SEM). The findings indicate that data security significantly affects user 

satisfaction and loyalty. All independent variables were found to positively 

influence Online Security Control Behavior and E-Payment Continuance Intention. 

These results emphasize that data security is the primary determinant of users’ 

decisions to remain loyal to ShopeePay. The study provides recommendations for 

service providers to strengthen security systems and enhance transparency in data 

management to build user trust and sustain loyalty in an increasingly competitive 

digital landscape. 

 

Keywords: data security, E-Wallet, ShopeePay, Generation Z, continuance 
intention. 
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