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[51] T. Carneiro, R. V. M. da Nóbrega, T. Nepomuceno, G.-B. Bian,
V. H. C. de Albuquerque, and P. P. R. Filho, “Performance analysis of
google colaboratory as a tool for accelerating deep learning applications,”
IEEE Access, vol. 6, pp. 61 677–61 684, 2018. [Online]. Available:
https://ieeexplore.ieee.org/document/8482685

[52] L. A. Dewi, A. J. Arifin, and A. Wibowo, “Perbandingan google
colab dan google spreadsheet dalam menyelesaikan persamaan nonlinear
metode bagi dua,” SCIENCE: Jurnal Inovasi Pendidikan Matematika
dan IPA, vol. 5, no. 3, pp. 1169–1177, 2025. [Online]. Available:
https://jurnalp4i.com/index.php/science

[53] A. Aljofey, Q. Jiang, A. Rasool, H. Chen, W. Liu, Q. Qu, and Y. Wang, “An
effective detection approach for phishing websites using URL and HTML
features,” Scientific Reports, vol. 12, no. 1, p. 8842, May 2022. [Online].
Available: https://www.nature.com/articles/s41598-022-10841-5

[54] R. Yang, K. Zheng, B. Wu, C. Wu, and X. Wang, “Phishing Website Detection
Based on Deep Convolutional Neural Network and Random Forest Ensemble
Learning,” Sensors, vol. 21, no. 24, p. 8281, Dec. 2021. [Online]. Available:
https://www.mdpi.com/1424-8220/21/24/8281

[55] M. R. Fatiha, I. Setiawan, A. N. Ikhsan, and I. R. Yunita, “OPTIMISASI
SISTEM DETEKSI PHISHING BERBASIS WEB MENGGUNAKAN
ALGORITMA DECISION TREE,” Jurnal Ilmiah IT CIDA, vol. 10, no. 2,
p. 97, Dec. 2024. [Online]. Available: https://journal.amikomsolo.ac.id/index.
php/itcida/article/view/212

[56] N. Bari, T. Saleem, M. Shah, A. Algarni, A. Patel, and I. Ullah, “A Filter-
Based Feature Selection Framework to Detect Phishing URLs Using Stacking
Ensemble Machine Learning,” CMES - Computer Modeling in Engineering
and Sciences, vol. 145, no. 1, pp. 1167–1187, 2025. [Online]. Available:
https://www.sciencedirect.com/science/article/pii/S1526149225003716

[57] S. Work, “Web Page Phishing Detection Dataset,” 2020, kaggle Dataset,
accessed 2025-XX-XX. [Online]. Available: https://www.kaggle.com/
datasets/shashwatwork/web-page-phishing-detection-dataset

120
Deteksi URL Phishing Berbasis Machine Learning..., Louis Gaudiamo Halim, Universitas

Multimedia Nusantara

https://ieeexplore.ieee.org/document/8482685
https://jurnalp4i.com/index.php/science
https://www.nature.com/articles/s41598-022-10841-5
https://www.mdpi.com/1424-8220/21/24/8281
https://journal.amikomsolo.ac.id/index.php/itcida/article/view/212
https://journal.amikomsolo.ac.id/index.php/itcida/article/view/212
https://www.sciencedirect.com/science/article/pii/S1526149225003716
https://www.kaggle.com/datasets/shashwatwork/web-page-phishing-detection-dataset
https://www.kaggle.com/datasets/shashwatwork/web-page-phishing-detection-dataset

